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1. Introduction
At SA2#118bis, SA2 approved NAPS WID which brought SCEF – SCS/AS in-scope for SA2 specifications. This document provides the basis for updating Group messaging procedure in TS 23.682 with regards to the same. 
2. Discussion

TS 23.682 clause 5.5.1 call flow is depicted below:
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Steps 1-2:

1.
If there is no assigned TMGI for an External Group Id, the SCS/AS sends the Allocate TMGI Request (External Group ID, SCS Identifier, location/area information) message to the SCEF. The SCS/AS may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Group Identifier or using a locally configured SCEF identifier/address. The SCEF checks that the SCS/AS is authorized to request TMGI allocation.

2.
The SCEF determines whether the SCS/AS is authorized to request TMGI allocation.

NOTE 3:
The authorization of TMGI allocation for the group is not specified in this release of the specification.
In Step 1, location/area information is being sent. The intention of sending this information was to allow SCEF, in step 2, to find out whether it has an MB2 interface with the targeted PLMN corresponding to location/area information sent in step 1. At the time of designing this feature, the SCEF – SCS/AS were out of scope. This resulted in NOTE 3 which now needs to be changed. 
Proposal 1: Remove NOTE 3, and update step 1,2 to reflect usage of location/area information by SCEF to check whether given SCS/AS is allowed to send group message to the given location/area.

Then, step 6-8:
6.
The SCS/AS sends the Group Message Request (External Group Identifier, SCS Identifier, location/area information, RAT(s) information, TMGI, start time) message to the SCEF. The location/area information indicated by the SCS/AS may be the geographic area information.

7.
The SCEF checks that the SCS/AS is authorised to send a group message request. If this check fails the SCEF sends a Group Message Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step. In this case, the SCS/AS may subsequently release the TMGI allocated at step 3 by requesting an explicit de-allocation, or may rely on the expiration timer.

NOTE 5:
Authorization of Group Message delivery using MBMS towards a specific group is not specified in this release of the specification.
8.
The SCEF sends an Activate MBMS Bearer Request (MBMS broadcast area, TMGI, QoS, start time) message to the BM-SC (see TS 23.468 [30]).

NOTE 6:
The SCEF maps between location/area information provided by the SCS/AS and the MBMS broadcast area for the distribution of the content to the group based on configuration in the operator domain. The SCEF needs to be aware that the selected MBMS broadcast area may result in broadcast of the content over an area larger than the area that may be indicated by SCS/AS.

The location/area information sent in step 6 is used by SCEF to map it to the MBMS broadcast area for group message distribution. From an SCS/AS perspective, the location/area information sent here shouldn’t be different to that sent in step 1. In step 5, SCS/AS may have application-level interactions with UE to retrieve MBMS Service Area related information. Such information can certainly be used to narrow down the areas (and consequently UEs) to which the group message ought to be sent to. Therefore, we propose to add location information in step 6 only if it wishes to further narrow down the location over which the group message is to be sent. Otherwise, SCEF will use location information received in step 1 to send the group message.
Proposal 2: Optionally include location information in step 6.
In step 6, SCS/AS asks SCEF to send group msg to certain TMGI(s). Then in step 11, when SCEF sends Group Msg Confirm (TMGI, SCEF IPs/ports), for the case where same SCS/AS has multiple group message transactions active, how can the SCS/AS distinguish between transactions. Here, the proposal is to include SCS/AS Reference ID in affected steps to allow such a distinction.
Proposal 3: Add SCS/AS Reference ID in step 1, 4, 6, and 11.
11.
The SCEF sends a Group Message Confirm (TMGI (optional), SCEF IP addresses/port) message to the SCS/AS to indicate whether the Request has been accepted for delivery to the group.

12.
Application level interactions may be applied for the devices of specific group to retrieve the related MBMS service information, e.g. TMGI, start time. Application level interactions between the UE and the SCS/AS are out of scope of this specification.

13.
At or after the requested start time, but before the expiration time, the SCS/AS transfers the content to be delivered to the group to the SCEF using the IP address and port received at step 11. SCEF delivers the contents to BM-SC via MB2-U, using the IP address and port received at step 9. The BM-SC transfers the corresponding content to UEs. To avoid that potential responses to the broadcast message by high numbers of devices are sent at almost the same time, the SCS/AS makes sure the UEs are provided with a response time window if it expects the UEs to respond to the delivered content.

NOTE 7:
Subsequent to this step, it is up to the SCS/AS if the MBMS bearers will be kept active and allocated and for how long. The mechanisms defined in TS 23.468 [30] can be used by the SCEF to release the MBMS resources.

In step 11, SCEF sends TMGI (optional), and SCEF IP address/port to SCS/AS. TMGI is show to be optional. Also, text in this step implies that multiple SCEF IP addresses with the same (single) port number is returned. Then in step 13, it isn’t clear whether SCS/AS is expected to send a single IP message w/ destination address and port number received in step 11 or multiple IP messages w/ destination addresses and port number received in step 11. 

What is returned in step 10 from BM-SC is for each TMGI, the status of activation (success/failure), along with MB2-U IP address and port number
. 
MB2-U is a user plane protocol between BM-SC and SCEF which uses UDP over IP. SCEF – SCS/AS northbound API interface is considered to be a control plane protocol using protocol stack which is to be defined by Stage 3. The design of Group message delivery feature expects SCS/AS to first prepare the network for group message delivery via control plane (Request TMGIs followed by Activate MBMS bearers via API calls), then send the actual group message (user plane payload). Whether the user plane protocol between SCEF and SCS/AS was to use IP directly or UDP over IP was unclear. Such a design has two implications:
a) It requires the SCEF to map each MB2-U IP addr+port combination to a different IP addr+port combinations when presenting to SCS/AS i.e. behaving like a NAT.

b) If multiple TMGIs are allocated, then multiple MB2-U IP addr+port will be granted. This means SCS/AS will have to duplicate the actual group message (user plane payload) in user plane (IP) multiple times when sending towards SCEF.
c) It introduces a tie-in of control-plane FSM (which keeps tracks of GMD accepted for delivery) in the SCEF to that of user-plane actions (transmission of payload received on UP- from SCS/AS to that of MB-2) (this is also linked to Proposal 5). 

This leads to an inefficient system design.
However, the authors do also recognize that there are scenarios where such a user-plane based delivery might have advantages (eg firmware upgrade using COAP BLOCK).

Therefore, it is proposed to allow both user-plane, and control-plane method for transferring group message payload between the SCEF and the SCS/AS. For control-plane method, it is recommend for the SCS/AS to include the group message (user plane payload) in step 6. Whether or not the actual user plane payload or service data i.e. metadata related to the payload (eg URI) gets sent is left up to Stage 3. 

Proposal 4: Clarify user-plane based group message payload delivery between the SCEF and the SCS/AS to be per TMGI (i.e. allow multiple SCEF IP address+port# combination. Also, introduce control-plane (between the SCEF and the SCS/AS) delivery of group message payload (either actual payload or metadata (eg URI) to the payload) in step 6 for SCEF to disseminate. Affected steps are also changed.
We also need to provide mechanisms to allow an SCS/AS to modify or cancel a previously accepted Group Message Request especially if it the group message is yet to be delivered.


Proposal 5: Define procedures to allow modification or cancellation of previously accepted group message delivery.
3. References

1. TS 23.682
2. TS 23.468

3. TS 23.248

4. TS 29.468

5. TS 29.061

4. Proposal

The above proposals, along with other essential parameter/message/flow corrections are reflected in accompanying paper in S2-170792.[image: image2.png]
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